Emergency Response and Business Continuity Planning Instructions
Definitions
Incident:  Any localized situation or impending situation that is a physical threat to safety, health, the environment, property or infrastructure that requires a prompt but routine response to limit damage to persons, property or the environment.

Emergency:  Any abnormal situation or impending situation that constitutes a physical danger of major proportions to life, property, the environment, critical infrastructure and/or economic stability that demands prompt, coordinated actions that exceed normal procedures to prevent or limit loss.
Supervisor:  As defined in the Occupational Health and Safety Act, a supervisor is someone who has charge of a workplace or has authority over a worker.

Departmental Emergency Response and Business Continuity Plan:  The Emergency Management Plan encourages Department heads and Deans to produce a departmental business continuity plan.  The purpose of each plan is to:

· Assist Deans, AVPs, Directors and Managers in evaluating their operations from a risk management perspective so that they can put in place prevention, response and recovery measures in advance of a physical emergency or crisis.

· Provide guidance to departmental employees on their responsibilities in the event of an emergency or crisis.

· Provide information to facilitate effective decision making by the Emergency Operations Control Group (EOCG).
· Minimize the risk of physical, financial and reputational loss to the university.

A copy of the plan, including a contact list, is to be submitted to the Risk Management Department.  The plan, especially the contact lists, should be reviewed and updated as necessary by September 15 each year.
Responsibilities in a Crisis/Emergency:  Each Dean and Administrative Department Head is responsible to implement their section of their Decanal/Departmental Emergency Response and Business Continuity Plan, to forward information to employees as required and to follow the instructions of the EOCG.  In addition, the following Department Heads have specific responsibilities under the Emergency Management Plan:  AVP Communications and Recruitment, AVP Human Resources, AVP Information Technology, AVP Facilities Management, AVP Students and Director, Risk Management.    If the initiating event is internal to the department, it is the department’s responsibility to contact Campus Security.
Decanal/Departmental Plans Must Include:

1. A contact list identifying:
a. Department head and alternate

b. Primary location and main office phone number for department and any satellite locations.

c. Name, title/function, home/cell phone of all employees, including students who are employed by Trent University and faculty on sabbatical.  Employees should be listed in calling order, by department/section.
d. Next of kin information for notification of death or critical injury (voluntary). 
2. A list of major decanal/departmental operations, prioritized as follows;

a. Essential operations.  Failure to sustain these operations would pose a health or safety risk to persons or property.  Maintenance of most, but not all, of these operations is the responsibility of specific departments as specified in the Emergency Management Plan eg.  Life safety systems such as fire alarms, food services if students continue to remain in residence, telephones, electrical power, maintaining hazardous materials and pathogens in a secure environment etc.    
b. Core operations.  These are operations that are core to the mission of the university, such as teaching and research, but their disruption would not jeopardize safety. 
c. Routine Operations that can be suspended without significant risk to persons, property or reputation.  Eg.  Temporary suspension of bill payments, staff pay, classes, athletic and special events etc.
d. Off Campus Operations.  Operations such as research and study abroad programs that are conducted off campus should be specially identified in the case of a crisis or emergency in that location in accordance with the off campus activity plan (currently in draft).
3. Calculate Maximum Acceptable Downtime (MAD) for major decanal/departmental operations.  MAD is the amount of time an operation can be suspended before negative consequences occur.  For example, if a week of classes are cancelled the semester is lost; during the winter, pipes may start bursting in a particular building after 10 hours without heat; suppliers may start imposing financial penalties when a payment is 90 days in arrears.
4. Mitigating and preparation measures that can be implemented immediately as routine procedures to prevent or reduce the amount of loss that might be experienced in an emergency situation.  Measures could include backing up sensitive or valuable information and storing it off site, backup power systems, alarm and access control systems, buying extra bandwidth to implement distance learning if required etc.

5. Response procedures that are to be implemented in the event of an emergency.  The designated personnel responsible to implement each measure should be indicated.  As there are any number of possible emergency scenarios that may or may not affect the location of your operation, protocols will vary depending on the emergency so procedures that are flexible and responsive to changing circumstances are more useful that detailed and rigid protocols. 
6. Business continuity measures to be put in place after an emergency to restore essential, core and routine activities as quickly as possible.  These could include academic measures to reschedule classes, exams, fieldwork etc, protocols for restarting research projects, either on campus or in another location and provisions to set up office and IT capabilities to resume administrative functions either on campus or in other locations.
7. A list of resources that may be required to sustain essential or core operations in the event of major disruption.  The list should note resources, and their location, already in place such as extra flashlights to feed valuable research animals as well as those required but not in place such as an expensive emergency generator to keep freezers functioning.  If your department does not have the necessary resources, this process is the starting point to substantiate the allocation of additional resources depending on the probability and severity of the risks to your operation.  This may also include reciprocal agreements with external agencies, such as nearby schools or hospitals.
8. Personnel requirements.  Identify designated personnel to sustain essential and core operations and consider alternative sources for such personnel (contractors, redeployment of existing personnel, volunteers).  Provide list of personnel not required to sustain essential and core operations that would be available for redeployment during an emergency, noting their key skills.

9. Means of review, update, distribution and training for all staff and faculty annually regarding their responsibilities in the event of an emergency or crisis.
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